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Business Essential Online Agreement 

This is an agreement between First National Bank Alaska, (hereinafter “Bank”) and 

(hereinafter “Customer”), whereby Bank agrees that Customer may effect deposit account transactions and other deposit 

account services by use of Business Essential Online, an Internet service (hereinafter “System”), and Customer agrees to pay 

Bank’s charges for Customer’s use of the System.  The agreement of the parties is as follows: 

1. Customer is authorized to use the System to obtain information about Customer’s deposit, loan or escrow account(s)

with Bank; issue a stop payment with respect to any item drawn on a deposit account of Customer with Bank; effect

funds transfer(s) between specified accounts of Customer with Bank, including transfer of deposit credit to pay

indebtedness of Customer to Bank; and, issue an order to Bank to charge a deposit account of Customer with Bank and

remit payment on behalf of Customer to Bank or a payee in the United States designated by Customer.  The account(s)

with Bank and services by Bank that may be affected by Customer by use of the System are identified in the most current

Business Essential Online Authorization executed and delivered by Customer to Bank.

2. Customer agrees to be bound by all of the accompanying Business Essential Online Terms and Conditions, receipt of

which is hereby acknowledged, and all subsequent Addendums and Amendments thereto, furnished by Bank to Customer

in the manner specified in the accompanying Business Essential Online Terms and Conditions.

3. Written notice to Bank to be effective must be sent addressed to Bank as follows:

First National Bank Alaska 

Bank Operations Support 

P.O. Box 100720 

Anchorage, AK  99510-0720 

(or, 1753 Gambell Street 99501) 

Customer 

By: By: 

Name: Name: 

Title: Title: 

Date: Date: 

 Bank Use  

Accepted By: 

Name 

Location: 

Date: 

Bank Operations Support/Review Unit 

Processed By: 

Date: 

EIN: 

Rev: 04/07/18 
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1. Hours of Service.  Bank will endeavor to make the System and the services provided by use of the System available at all times.  Nevertheless, access may be 

temporarily unavailable during the period when Bank is updating its files or when Bank’s equipment or software needs servicing or is otherwise malfunctioning. 
In the event of interruption, Bank will work to restore service as promptly as possible.  Bank will not be liable in any way whatsoever for any loss, damage, or 

inconvenience suffered by Customer or any third party dealing with Customer, because of or during such interruption of service.  Bank’s sole liability to 

Customer, or any third party dealing with Customer, arising out of the delay or interruption in services shall be to use its best efforts to resume services as
promptly as reasonably practicable.

2. Account Balances & Transfers.  Account balance information available through the System may not reflect all transactions affecting the account.

Transactions, including transfers in payment of indebtedness owed to Bank, are displayed in real-time, meaning that a transaction is displayed instantaneously to 
Customer and recorded in Bank’s mainframe computer.  Nevertheless, recorded transactions initiated before 9:00 p.m. Alaska Prevailing Time are processed and

the books of Bank are updated Monday through Friday, after such cut-off time and prior to 6:00 a.m. the following morning, (except on bank holidays).  While 

every effort is made to provide up-to-date data, Bank’s processing schedule makes it impossible to guarantee current data is always displayed on the System.

3. Stop Payments.  Any order of Customer to Bank by use of the System to stop payment of a check must include the following information: the date of the 

check, the amount of the check and/or the complete check number.  In connection with any such order, Customer agrees to hold Bank harmless for the amount of 

the check as well as for all costs or damages Bank may incur or suffer by refusing to pay the check.  Furthermore, Customer agrees that Bank will act upon any 

such order and will be bound by it only in accordance with the following provisions:  (i) although it may not appear at the time of the order that the check has not
yet been paid or certified, it may have been, in which event the request is not effective; (ii) the order does not affect rights which others, including Bank, may 

acquire with respect to the check; (iii) Bank will rely on the correctness of the description of the check furnished by Customer with the order; (iv) payment of any 

check which is not correctly and completely described by the information furnished by Customer will not be in violation of the order; (v) the effectiveness of the 
order will expire without further notice from Bank 6 months after it is received by Bank, unless the order is renewed by Customer in writing in the form prescribed

by Bank or by use of the System; and (vi) Bank will charge the account on which the item is drawn the current amount of Bank’s stop payment fee, immediately

upon processing Customer’s stop payment order. 

4. Activation and Access for Business Essential.  The System is available only to deposit and/or loan customers of Bank.  Customer’s System access will be 

activated upon receipt of the attached agreement duly executed and upon approval by Bank of a completed Business Essential Online Authorization.  Within 3-5 

business days following receipt of Customer’s agreement and authorization Bank will furnish Customer separate written confirmations of each System
Administrator’s identification and temporary password to be used for first-time access to the System, by United States first class mail addressed to the System

Administrator at the mailing address provided by Customer on the authorization; or, by secure email to the System Administrator’s email address provided by 

Customer on the authorization.  Anyone logged into the System for the first time using the System Administrator’s identification and temporary password will be 
prompted to change the temporary password to one of their own choosing and to establish security questions and answers.  Thereafter, anyone entering the System

Administrator’s identification and password may, by use of the System, grant access to other Users and assign each user a User identification and temporary 

password.  Anyone logged into the System for the first time using the User’s identification and temporary password will be prompted to change the temporary 
password to one of their own choosing and to establish security questions and answers.  Each time a User (including a System Administrator) logs into the System

thereafter, the System will verify if the connection is from a known user device using complex device identification and if not, will pose one of the security 

questions. 

5. Activation and Access for Business Essential with Business Advantage or ONEpay.  The System is available only to deposit and/or loan customers
of Bank.  Customer’s System access will be activated upon receipt of the attached agreement duly executed and upon approval by Bank of a completed Business

Essential Online Authorization along with either a Business Advantage Addendum or ONEpay Addendum.  Within 3-5 business days following receipt of 

Customer’s agreement, authorization and addendum Bank will furnish Customer separate written confirmations of each System Administrator’s identification and
tokens and temporary password to be used for first-time access to the System, by United States first class mail addressed to the System Administrator at the 

mailing address provided by Customer on the authorization.  Alternatively, Bank may send a System Administrator’s identification and temporary password by 

secure email to such System Administrator’s email address provided by Customer on the authorization.  Anyone logged into the System for the first time using the
System Administrator’s identification and temporary password will be prompted to change the temporary password to one of their own choosing, enter the serial 

number on the back of the token, enter the one-time password displayed on the token, establish a four digit personal identification number (PIN), register their 

email address and establish a security question and answer.  Thereafter, anyone entering the System Administrator’s identification, the current one-time password
generated by the registered token and matching PIN, may, by use of the System, grant access to other Users and assign each a User identification and temporary 

password.  Anyone logged into the System for the first time using the User’s identification and temporary password will be prompted to change the temporary 

password to one of their own choosing, enter the serial number on the back of the token assigned to them by the System Administrator, enter the one-time 
password displayed on the token, establish a four digit personal identification number, register their email address and establish a security question and answer.

Each time a User (including a System Administrator) logs into the System thereafter, the System will display a site key the User can verify on their token to enable 

the User to verify a legitimate connection to the System.

6. Images.  Bank shall make images of cleared items available online for the current and previous statement.  This service is provided as a convenience to our 

online customers.  Statements that are cut on a monthly cycle are only available for 60 days after the first day of the cycle.  To review an image, simply click on 

the image hyperlink.

7. Electronic Statements.  For any checking, savings or Repurchase Agreement account authorized for Electronic Statements on Customer’s most recent
Business Essential Online Authorization, starting as soon as your next statement cycle, First National Bank Alaska shall make such account statement(s) available 

online in the form of an electronic statement.  This service is being provided as a convenience to our online customers.  The Bank will send, to the e-mail address

provided for System Administrator 1 on the Business Essential Online Authorization, a courtesy e-mail notifying you that your statement is available.  If at any 
time such email is returned to Bank as undeliverable or if Customer so designates, this email may instead be sent to System Administrator 2. To access your 

statement simply log on to Business Essential, select your account and click on the “Document” button.  Your paper statement of account shall be discontinued

starting as soon as your next statement cycle.  Your account(s) remains subject to your deposit agreement, including but not limited to your duty to review your 
statement(s) of account and report to the Bank errors and fraudulent transactions as set forth in that agreement.

Any authorized person on the affected account may request a paper copy of any such statement by visiting the bank in person or by contacting the Bank at (907) 

777-4362 or toll free at 1-800-856-4362.  If you request a paper statement normal fees will apply.

You may terminate Electronic delivery of your statement at any time by visiting the Bank in person or by contacting the Bank at (907) 777-4362 or toll free at 1-

800-856-4362 and future statements will be sent in paper form to your address of record.
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8. Electronic Notices.  For any checking, savings or Repurchase Agreement account authorized for Electronic Notices on Customer’s most recent Business 

Essential Online Authorization, starting as soon as 2 business days but no longer than 5 business days after acceptance by Bank of such Authorization), First 
National Bank Alaska shall make available, in the form of an electronic document, certain notices pertaining to your checking, savings and/or Repurchase 

Agreement account(s) that would normally be mailed to you.  Currently the notices that will be provided electronically under this service are; ACH Advice 

Notices, Incoming Wire Transfer Notices, Repurchase Agreement Confirmations, and Return Deposit Item Notices.  This service is being provided as a 
convenience to our online customers.  Such notices will be considered delivered to you when they are made available to you through this service.  It is your 

responsibility to ensure that you check for such notices on a regular basis and report any errors within the timeframes allowed pursuant to your deposit agreement 

with the Bank.  Such timeframe starts on delivery of such notice.  To access your notice simply log on to Business Essential, select your account and click on the 
“Documents” button.  Paper versions of these notices (with the exception of Return Deposit Item Notices) shall be discontinued coinciding with the start of this 

electronic notification service. 

Any authorized person on the affected account may request a paper copy of any such notice by visiting the Bank in person or by contacting the Bank at (907) 777-

4362 or toll free at 1-800-856-4362.  If you request a paper notice normal fees will apply. 

You may terminate Electronic delivery of your notice at any time by visiting the Bank in person or by contacting the Bank at (907) 777-4362 or toll free at 1-800-

856-4362 and future notices will be sent in paper form to your address of record. 

9. Electronic Analysis Statements.  If Analysis Statements are authorized to be sent electronically on Customer’s most recent Business Essential Online 
Authorization, starting as soon as your next analysis statement cycle, First National Bank Alaska shall make such analysis statement(s) available online in the 

form of an electronic statement.  This service is being provided as a convenience to our online customers.  The Bank will send, to the e-mail address provided for 

System Administrator 1 on the Business Essential Online Authorization, a courtesy e-mail notifying you that your statement is available.  If at any time such email 
is returned to Bank as undeliverable or if Customer so designates, this email may instead be sent to System Administrator 2. To access your analysis statement(s) 

simply log on to Business Essential, select any checking account on analysis and click on the “Document” button.  Your paper statement of account(s) shall be 

discontinued starting as soon as your next statement cycle.  It is your responsibility to ensure that you review your analysis statement(s) promptly and report any 
errors within the timeframes allowed pursuant to your deposit agreement with the Bank.  Such timeframe starts when such analysis statements are made available 

to you by use of the System 

Any authorized person on the affected account may request a paper copy of any such statement by contacting the Bank’s Cash Management area at (907) 777-

4685.  If you request a paper analysis statement normal fees will apply. 

You may terminate Electronic delivery of your analysis statement(s) at any time by contacting the Bank’s Cash Management area at (907) 777-4685 and future 

statements will be sent in paper form to your address of record. 

10. Fees and Payment of Fees.  Bank’s fees for use of the System and any services obtained by Customer by use of the System shall be assessed at Bank’s then 

current charge for such service as posted on Bank’s website (www.FNBAlaska.com), or as otherwise agreed between Bank and Customer.  Bank’s fee schedule 
for such use and services may be amended by Bank from time to time upon 30 days prior notice posted on such website.  Such fees shall be charged to Customer’s 

account designated in the most current Business Essential Online Authorization executed by Customer and accepted by Bank unless expressly stated otherwise in 

the Business Essential Online Agreement. 

11. Amendments to Business Essential Online Authorization.  Customer may amend the Business Essential Online Authorization currently in effect by 

executing and delivering to Bank a new Business Essential Online Authorization.  If Bank approves the new Business Essential Online Authorization, 

amendments will be effective upon approval.  If such amendment removes a System Administrator or designates a substitute System Administrator, all current 
ID’s and Passwords will nevertheless remain in effect. 

12. System Security.  Customer shall be solely responsible for implementing prudent internal policies and procedures to protect against unauthorized access to 

Customer’s accounts by use of the System.  Customer shall implement and maintain current operating systems, antivirus software and anti-malware applications 

with patches and updates applied timely, on any devices used to connect to the System. Upon completion of enrollment, Bank shall provide Customer a User’s 
Manual, which provides additional guidance, based on current industry standards, regarding the establishment of Passwords and other practices.  Customer should 

include similar guidance in its internal policies and procedures.  Customer acknowledges that by entering a System Administrator’s ID and Password an individual 

can control several security settings within the System such as a maximum dollar amount for transfers between accounts, requiring entry of a second ID and 
Password (dual control) in the System to transfer funds between accounts by use of the System, etc.  These settings are described within the User’s Manual(s) and 

Customer’s use of such settings can assist in protecting against unauthorized use.  Customer understands and agrees that any account(s) Customer authorizes to be 

charged for a transfer between accounts or for bill payment(s) may be charged for such purpose(s) by a person entering any System Administrator’s or User’s ID 
and Password acting individually if the System controls set by a person entering any System Administrator’s User ID and Password do not require a second User 

ID and Password be entered for approval of the transaction, even though a check drawn on the account, to be properly payable, must be signed by more than one 

person. Customer agrees that any transaction accomplished by use of the system and affecting the account(s) of Customer with Bank is an authorized transaction if 

accomplished by use of a current ID and Password. 

13. Termination.  Either party may terminate the attached Business Essential Online Agreement at any time for any reason.  Termination by Bank will be effective 

upon Bank’s notifying Customer by any means. Bank will send Customer written confirmation of the termination no later than one Business day after the date of 
such termination.  Termination by Customer will be effective the Business day following Bank’s receipt of Customer’s written notice of termination at the address 

provided for Bank Operations Support in the Business Essential Online Agreement.  Any termination of such agreement shall not affect any of Customer’s 

obligations arising out of any transaction occurring prior to such termination. 

14. Limitation of Liability.  Bank takes reasonable security precautions in storing and transmitting private data communications.  However, Bank cannot 

guarantee the System and/or Customer’s account information will be absolutely secure from access by unauthorized users.  Customer understands and agrees that 

Bank is not liable for any claim, loss, cost, or expense resulting from interception of, or other unauthorized access to, any such data.  Customer understands and 

agrees Bank is not liable to Customer for any direct, indirect, consequential, special, or punitive damages or losses whatsoever Customer may incur in connection 
with the use of the System, or with any of the data or other materials transmitted through or residing on the System even if Bank has been advised of the 

possibility of such damage or loss.  This includes, but is not limited to, the loss of data or any other loss resulting from delay, non-delivery, or service interruption 

of any nature whatsoever. 

  

http://www.fnbalaska.com/
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15. NO WARRANTIES.  BANK MAKES NO WARRANTIES OF ANY KIND, WHETHER EXPRESSED OR IMPLIED, AS TO THE AVAILABILITY, 

ACCURACY, OR CONTENT OF THE INFORMATION OR SERVICES DESCRIBED HEREIN, AND DISCLAIMS ANY WARRANTY OF 
MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE.  USE OF ANY INFORMATION OR DATA OBTAINED BY WAY OF THE 

SYSTEM IS AT CUSTOMER’S OWN RISK.  BANK IS NOT RESPONSIBLE FOR ANY CHARGE(S) CUSTOMER MAY INCUR FOR CUSTOMER’S 

ACCESS TO INTERNET SERVICES.  IN NO EVENT IS BANK LIABLE FOR ANY DAMAGE OR LOSS OF ANY KIND RESULTING DIRECTLY OR 
INDIRECTLY FROM ANY USE OF OR DEFECT IN THE SYSTEM OR ANY OTHER BANK ELECTRONIC SERVICE, UNLESS EXPRESSLY STATED 

IN THE BUSINESS ESSENTIAL ONLINE AGREEMENT. 

16. Use Restricted to Lawful Purposes.  Customer agrees that Customer will use the System only for lawful purposes.  Customer further understands that 

Customer is not permitted to, and agrees not to, transmit any material in violation of any federal, state, local, or foreign law. 

17. Other Agreements. Each deposit account identified on the Business Essential Online Authorization is the subject of a separate deposit agreement between 

Bank and Customer. Nothing herein contained cancels, replaces or modifies any term or provision of any such agreement, or any rule or regulation of Bank that 

pertains to such an agreement. Under this agreement, Customer is only contracting for the opportunity to obtain information about the condition of, and/or furnish 
orders to Bank to debit or credit the deposit account(s) specified in the most current Business Essential Online Authorization by an alternate authorized means of 

communication. 

18. Notices. Bank shall be entitled to rely on any notice believed by it in good faith to be genuine and to have been signed by Customer’s authorized representative, 

and any such communication shall be deemed to have been signed by such person.  Except as otherwise expressly provided herein, any notice or other 

communication required or permitted to be given under the agreement shall be effective when sent by first class mail, registered or certified, return receipt 

requested, in a postage prepaid envelope (or when delivered by courier as evidenced by a signed receipt) to Bank at the address provided for Bank Operations 
Support in the Business Essential Online Agreement, unless another address is substituted by written notice delivered or sent as provided herein. Except as 

otherwise expressly provided herein, any such notice shall be deemed given when received by Bank. 

19. Confidentiality. All information each party receives from or respecting the other in the performance of the Business Essential Online Agreement shall be 
received in confidence and shall not be disclosed to any other person except as such disclosure may be required by law or expressly permitted in writing by the 

other party. Bank shall not use Customer’s name in any manner whatsoever in connection with its performance of the agreement without the prior approval of 

Customer. Bank may identify Customer to other ACH’s, other banks, and to regulatory authorities when necessary for performance of the agreement. 

20. Partial Invalidity.  If any provision of the Business Essential Online Agreement or any provision hereof is ruled invalid or unenforceable, Customer agrees the 

remaining provisions will continue in full force and effect.  The agreement is governed by and is to be interpreted under the laws of the State of Alaska, without 

regard to its conflict of laws principles, as if the agreement were entered into and performed completely in Alaska.  Customer agrees all lawsuits relating to the 

agreement or the System shall be brought in the Superior Court of the State of Alaska located in the City of Anchorage. 

21. Acceptance; Changes.  Customer’s signature on the attached Business Essential Online Agreement constitutes Customer’s acceptance of all terms and 

conditions contained herein.  Bank reserves the right to change any of the terms or conditions of the agreement at any time.  Advance notice of a change and the 

effective date shall be provided in a written notification mailed to Customer at the current address of Customer on file with Bank.  The continued use of the 

System after the effective date will indicate Customer’s acceptance of such change(s), and that any new term(s) and/or condition(s) will supersede and prevail 
against any and all previous representations or agreements, notwithstanding any variance with these terms and conditions or Customer’s agreement.  After 

Customer’s System access has been granted, if Customer does not want to be bound by the terms of the agreement, as amended from time to time, Customer may 

terminate the agreement in accordance with §12 herein. 

22. Waivers.  Neither the exercise by a party of, nor a failure or delay in exercising, any right or remedy available under the Business Essential Online Agreement 

shall constitute a waiver of such, or any other, right or remedy or of any default by the other party. Only waivers in writing and signed by the party to be charged 

shall be effective. No waiver by a party of any right or remedy available under the agreement shall constitute a waiver of any other default or a like default on a 
future occasion. 

23. Benefit.  The Business Essential Online Agreement shall inure to the benefit of, and the obligations created hereby shall be binding upon, the successors, assigns, 

and legal representatives of the parties.  No provision of the agreement shall create rights in favor of, or be enforceable by or for the benefit of, anyone except 

Bank or Customer. 

24. Assignment.  To be effective, any assignment by Customer of any interest in or rights arising under any part of the Business Essential Online Agreement must 
be approved by Bank in writing. 

25. Headings.  The heading contained within any paragraph is for the convenience of the reader and not determinative as to the content of the provision. 

26. Entire Agreement.  The Business Essential Online Agreement together with these terms and conditions, as amended from time to time, and the most current 

Business Essential Online Authorization executed by Customer and Bank is the sole agreement between Customer and Bank governing Customer’s use of the 
System.  It is expressly understood there is no oral agreement(s) or understanding(s) between Customer and Bank, which will be deemed to extend, restrict or 

otherwise supersede the exact terms of the agreement or these terms and conditions. 
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1. Alternative Access Method.  Business Mobile Banking by use of First National Bank Alaska’s FNBizApp is offered as a convenience and as a supplement to 

Business Essential Online, the bank’s Internet banking service.  FNBizApp may only be used with the established credentials of a Business Essential Online User 

for Customer.  FNBizApp merely provides an alternate means to access the same information and services for which the User is authorized under the Business 

Essential Online Agreement (“Agreement”) between Customer and Bank; and, as granted to such User by Customer’s System Administrator(s) for Business Essential 

Online under the terms thereof.  Customer understands and agrees that the terms and conditions of the Agreement, along with the additional terms and conditions 

provided herein, apply to use of FNBizApp and any transactions conducted by use of FNBizApp.  Each User will be presented with Terms and Conditions for their 

use of FNBizApp when they first attempt to use FNBizApp or anytime there has been a modification to such Terms and Conditions.  The Users indication of 

acceptance within the mobile application, or use of the service, constitutes that User’s acceptance of such Terms and Conditions.  A copy of the current Terms and 

Conditions presented within FNBizApp to Users will be provided by Bank to Customer upon request. 

2. Availability of Service.  Bank does not guarantee the functionality of Business Mobile Banking on all mobile devices, communication networks and/or in all 

geographic areas at all times.  Business Mobile Banking may be temporarily unavailable during regular or emergency system maintenance or due to circumstances 

beyond our control.  Not all services provided by use of Business Essential Online are available through Business Mobile Banking.  Bank may terminate a User’s 

access to Business Mobile Banking services without prior notice to Customer or User if User does not use the services for a continuous period of more than 45 days. 

3. Privacy and User Information.  Customer acknowledges that in connection with Customer’s use of Business Mobile Banking, Bank and its affiliates and service 

providers, including Fiserv, Inc. and its affiliates, may receive and may share with one another names, domain names, addresses, passwords, telephone and device 

numbers, the content of messages, data files and other data and information provided by Users or from other sources in connection with the Business Mobile Banking 

services or software (collectively “User Information”). Bank and its affiliates and service providers will maintain reasonable safeguards to protect the information 

from unauthorized disclosure or use, but reserve the right to use and disclose this information as reasonably necessary to deliver the Services and as otherwise 

permitted by law, including compliance with court orders or lawful instructions from a government agency, to protect the personal safety of subscribers or the public, 

to defend claims, and as otherwise authorized by you. Bank and its affiliates and service providers also reserve the right to monitor use of the Business Mobile 

Banking services and software for purposes of verifying compliance with the law, all applicable terms and conditions and any applicable license, but disclaim any 

obligation to monitor, filter, or edit any content. 

4. Biometric Login for Mobile Banking.  Biometric Login is an optional sign-in method that may be available for certain mobile devices that have a built-in fingerprint 

scanner, camera or other biometric input device.  Fingerprints, photos or other biometric information used for identification are stored on the User’s device only and 

Bank never sees or stores such biometric information.  Customer acknowledges that by enabling Biometric Login, anyone who has such biometric identifiers stored 

on a User’s device may have access to Customer’s account information within Business Mobile Banking. Bank reserves the right to suspend or disable this feature 

at any time.  Biometric Login can only be associated with one Mobile Banking username at a time on a device.  If a device does not recognize a User through the 

Biometric Login, User may sign in using their standard Business Essential login credentials.  A User can enable or disable Biometric Login anytime within Business 

Mobile Banking.  Bank requires step-up authentication in Business Mobile Banking, requiring that Users enter their standard Business Essential login credentials in 

order to perform a transaction that either moves funds or requires an approval. 

 


